
 

Service Agreement 
TBD organization 

Page 1 of 15 

SERVICE AGREEMENT 
 

Between Community Mental Health of Ottawa County 
 

AND 
 

TBD Organization 
 
 
This Service Agreement (hereinafter “Agreement”) is made on “insert date” by and between 
Community Mental Health of Ottawa County (hereinafter “CMH”) of 12265 James Street, Holland, 
Michigan 49424, and TBD organization (hereinafter “Vendor”) of 3300 Van Buren, Hudsonville, 
MI 49426.  
 
This Agreement is regarding the implementation of the Certified Community Behavioral Health 
Clinic “Improvement…& A..” grant awarded to CMH for the purpose of coordinating care with 
community partners to improve the health and wellness of consumers. The grant project period 
runs from September 1, 2021, through August 30, 2023. This is a one-time grant funding project 
which does not guarantee continued funding following the end of the grant period. CMH may or 
may not continue to fund such programming through additional grant applications or local funding 
following the end of the project period. 
 
1. Term and Termination. The term of this Agreement shall commence on “insert start date”, 

and continue in full force until “insert end date”, unless amended or terminated by either 
party, upon thirty (30) days advance notice to the other. Further agreements will be 
negotiated as needed after the project period is completed.  

 
2. Vendor Duties.  In exchange for the compensation, Vendor agrees: 
 

a. “Insert scope of work.” 
b. “Insert additional scope of work.” 
 
Insert “CMH Duties” if applicable….. between 2. And 3. And re-number.  

 
3.  Compensation.   CMH agrees to provide Vendor the following compensation: 

a. “Insert compensation amount.” 
b. Vendor shall submit the invoice to “identify the person who will be receiving the 

invoice,” at “insert email address.”  
c. Invoice submission method is included in Attachment A – Invoice Submission 

Process. 
 

4.  Relationship of Parties.    
a. Vendor is hereby engaged as an independent contractor under this Agreement. 

This Agreement shall not be construed as a partnership or joint venture. Nothing 
in this Agreement shall be construed in any way to create the relationship of 
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employer and employee between CMH and Vendor; and neither Vendor nor its 
caregivers are eligible to receive any type of benefit from CMH.  

b. Vendor acknowledges and agrees that CMH will not pay or withhold from the 
compensation paid to Vendor pursuant to this Agreement any sums customarily 
paid or withheld on behalf of employees for income tax, unemployment insurance, 
social security, workers’ compensation or any other withholding tax, insurance, or 
payment pursuant to any law or governmental requirement.  

 
5. Authority. Neither the Vendor nor CMH has any right or authority, either expressed or 

implied, to assume or create on behalf of the other party any contract or commitment of 
any kind or nature without the written consent of the other party, other than what is set 
forth in this Agreement.  

 
6.  Indemnification. Vendor agrees to indemnify, defend, and hold harmless CMH and its 

officials, officers, employees, volunteers, and agents from and against any and all liability 
arising out of or in any way related to Vendor’s performance of services under this 
Agreement, including, but not limited to, any and all liability resulting from or arising out of 
intentional, reckless, or negligent acts or omissions of the Vendor, its employees, agents 
or subcontractors.  

 
7.  Insurance. Vendor shall provide proof of the following coverages: workers’ compensation; 

employers’ liability; commercial general liability and, if applicable, automobile, and 
professional malpractice. Coverage limits are to be statutory and, if no statute applies, at 
least $1,000,000 per occurrence or claim and $2,000,000 aggregate. These coverages 
shall protect the Vendor and CMH and their respective representatives against any and 
all claims arising out of or related in any way to the work performed or the products 
provided. 

 
8.  Confidentiality and Non-Disclosure.  

a. Definition of Confidential Information 
 
For the purposes of this Agreement, "Confidential Information" means all 
information and data from CMH or Vendor, in any form, including but not limited to 
documentation, inventions, products, personnel, provider lists, contractors, 
customers, prospective customers, proprietary information and other information 
that is not readily available to the public.   
 
Vendor further acknowledges and agrees that Confidential Information includes 
protected health information (“PHI”), as defined in the Health Insurance Portability 
and Accountability Act of 1996, as amended, and its accompanying regulations at 
45 CFR Parts 160 and 164 (“HIPAA”), and “Non-Public Personal Information” 
about a consumer in regards to health coverage as that term is defined in Title V 
of the Gramm Leach Bliley Act of 1999 and set forth in 16 CFR Part 13, including: 
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(i) name (ii) address (iii) social security number(s) (iv) names of spouse and 
dependents (v) eligibility data and (iv) claims information.  
 
Notwithstanding the foregoing, “Confidential Information” is not information which: 
(1) has entered the public domain through no action or failure to act of either Party 
to this agreement (2) prior to disclosure hereunder was already lawfully in either 
Party’s possession without any obligation of confidentiality; or (3) subsequent to 
disclosure hereunder is obtained by either Party on a non-confidential basis from 
a third party who has the right to disclose such information to either Party.  
 

b. Non-Disclosure 
 
Neither Party to this agreement shall use Confidential Information for its own 
benefit, nor make Confidential Information available for review or use by, or use it 
for the benefit of, any third party.  The Parties to this Agreement shall only disclose 
Confidential Information to those employees and affiliates of the Parties who are 
bound by this same written confidentiality agreement and have a legitimate need 
to review the Confidential Information. Upon request, the Parties shall return the 
Confidential Information to the Party disclosing such information. The 
confidentiality of the terms discussed between parties shall remain confidential 
during the term of this Agreement and for a period of not less than two years 
following the termination of this current Agreement or any subsequent agreements 
between parties, whichever is longer.  
 

9. HIPAA Addendum. 
 The parties agree that the HIPAA Addendum (Attachment B) is incorporated by reference 

into this Agreement. [If no PHI involved, remove this section along with BAA attached 
(Attachment B) at the end of document.] 

 
10.  Record Retention and Audit. Vendor shall maintain for a period of ten (10) years from 

the expiration of this Agreement all records, documents, and accounts in connection with 
the performance of this Agreement. CMH, or its representatives, shall have the right to 
examine, audit and copy, at reasonable times, and with advance notification and at its own 
expense, such records, documents, and accounts. To the extent required by law, Vendor 
shall permit government agencies to audit the Vendor’s records as they relate to 
performance of services pursuant to the terms of this Agreement. In no event shall Vendor 
be required to provide or permit access to any records, documents or accounts that are 
not directly related to the Services performed or the costs incurred pursuant to the terms 
of this Agreement, or that contain Vendor’s or CMH’s confidential or proprietary information. 

 
11.  Miscellaneous.  

a. Entire Agreement and Amendment. This Agreement constitutes the entire 
agreement between the Parties. The current Agreement replaces any prior 
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agreement. It may be amended only by a written document signed by a duly 
qualified officer of each party.  

b.  Non-Assignment and Benefit. This Agreement shall not be assignable by either 
party without the written consent of the other, and shall bind and inure to the benefit 
of the parties hereto and their respective legal successors and permitted assigns.  

c. Partial Invalidity. Should any provision of this Agreement be held unenforceable, 
the remainder of the Agreement shall continue in full force and effect 
notwithstanding the partial invalidity ruling.  

d.  Waiver. Failure of either party hereto to insist upon strict compliance with any of 
the terms, covenants and conditions hereof shall not be deemed a waiver or 
relinquishment of any similar right or power hereunder at any subsequent time.  

 
 
 
 
 
 
 

******SIGNATURE PAGE FOLLOWS****** 
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IN WITNESS WHEREOF, this Agreement has been executed by duly authorized officers of each 
party to be effective as of the date first above written.  
 

FOR Community Mental Health of Ottawa County FOR  TBD organization 

By:  [[SertifiSStamp_2]] By:  [[SertifiSStamp_1]] 

Its:  Executive Director Its:   [[SertifiTitle_1]] 

By:  [[SertifiSStamp_4]] By:  [[SertifiSStamp_5]] 

Its:  Chairperson, County Board of 
Commissioners 

Its:  Clerk/Register, County of Ottawa 

  
  
  
  
  

CMHOC Contract Manager: [[SertifiSStamp_3]] 
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Attachment A  

Invoice Submission Process 
 
1) Vendor Responsibilities: 
 

a) The Vendor shall submit clean and timely invoices for reimbursement for services 
rendered under this Agreement.  By submitting invoices for reimbursement, the Vendor 
attests that the billed services and corresponding documentation have been completed in 
compliance with the requirements of CMH, MDHHS, and/or Medicaid. 

 
b) Clean Invoices:  According to MDHHS requirements, in order to be considered clean 

invoices, the Vendor shall submit invoices that are timely, complete, accurate, and ready 
for processing without obtaining additional information from the Vendor or third party.  
 

c) Timely Billing: The Vendor shall submit invoices to the CMH in a timely manner. 
 
i) The Vendor shall bill CMH either monthly or on an alternate billing schedule approved, 

in advance, by CMH.   
ii) Invoices submitted more than 60 days after the date of service will be denied, except 

as detailed in section c.iii. of this document. 
iii) The CMH’s fiscal year is October 1 through September 30.  At the end of the CMH’s 

fiscal year, all invoices for the fiscal year are due to CMH by October 20.  Any disputed 
invoices must be reported to CMHOCFINANCE@miottawa.org by November 15.  
Invoices not submitted by these deadlines may be denied. 

iv) Previously denied invoice should be corrected and re-billed to the CMH within 60 days 
from the date of denial for re-processing and reimbursement. Re-billed invoices 
submitted more than 60 days from the date of denial will be ineligible for payment. 

 
d) Invoice Submission Method: Invoices may be submitted to CMH by email, fax, or US 

mail.  The invoices, at a minimum, should include the Vendor’s name, the Vendor’s 
address, the date of service, service description, rate per service, and total invoice 
amount.  Additional information may be required by CMH based on the service being 
provided. 

 
e) CMH is not independently responsible for payment under this contract except through 

the PIHP or its federally compliant risk reserve funded by the State of Michigan. 
 

2) CMH Responsibilities: 
 

a) The CMH shall process invoices in a timely manner.  Except in unusual circumstances, 
payment shall be issued for approved claims within thirty (30) days following receipt of a 
clean invoice from the Vendor. 
 
 
 
 
 
 
 

mailto:CMHOCFINANCE@miottawa.org
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Attachment B 

HIPAA ADDENDUM 
 

This HIPAA Addendum ("Addendum") is organized for Community Mental Health of Ottawa 
County (“Covered Entity”) under Michigan law.  

 
Pursuant to federal laws and regulations, including the Administrative Simplification 
provisions of the Health Insurance Portability and Accountability Act of 1996 ("HIPAA"), 
Covered Entity has an obligation to protect certain health information of its consumers 
("Protected Health Information").   As part of this obligation, Covered Entity must receive 
assurances from any business associate who receives or has access to Covered Entity’s 
Protected Health Information that the business associate will protect the information in the 
same way as Covered Entity. 

 
In performing services for Covered Entity, TBD organization (“Business Associate”) may 
receive, access, or create Protected Health Information on behalf of Covered Entity. 

 
Business Associate and Covered Entity agree as follows: 

 
1.  Definitions. As used in this Addendum: 
 

1.1.    "Breach Notification Standards" shall mean the HIPAA regulations governing 
notification in the case of breach of unsecured Protected Health Information as set 
forth at 45 CPR § Part 164, Subpart D, as they exist now or as they may be amended. 

 
1.2.     "Designated Record Set" shall mean a group of records maintained by or for Covered 

Entity that is (i) the medical records and billing records about individuals maintained by 
or for Covered Entity, (ii) the enrollment, payment, claims adjudication, and case or 
medical management record systems maintained by or for a health plan; or (iii) used, 
in whole or in part, by or for Covered Entity to make decisions about individuals. As 
used herein, the term "Record" means any item, collection, or   grouping   of 
information   that   includes   Protected   Health Information and is maintained, 
collected, used, or disseminated by or for Covered Entity. 

 
1.3.     "HIPAA" shall mean the Health Insurance Portability and Accountability Act, Public 

Law I 04-91, and any amendments thereto. 
 
1.4.     "HIPAA Transaction" shall mean Transactions as defined in 45 CFR § 160.103 of the 

Transaction Standards. 
 
1.5.     "HITECH Act" means the Health Information Technology for Economic and Clinical 

Health Act, found in the American Recovery and Reinvestment Act of 2009 at Division 
A, title XIII and Division B, Title IV. 

 
1.6. "Individual" shall have the same meaning as the term "individual" in 45 CFR § 160.103 

And shall include a person who qualifies as a personal representative in accordance 
with 45 CFR § 164.502(g). 

 
1.7. "Minimum Necessary" shall have the meaning set forth in the Health Information 
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Technology for Economic and Clinical Health Act, § 13405(b). 
 
1.8.     "Privacy Rule" shall mean the Standards for Privacy of Individually Identifiable Health 

Information at 45 CFR § Part 160 and Part 164, as they exist now or as they may be 
amended. 

 
1.9.     "Protected Health Information" shall have the same meaning as the term "protected 

health information" in 45 CFR § 160.103, limited to the information that Business 
Associate accesses, creates, maintains, retains, modifies, records, stores, destroys or 
otherwise holds, uses, or discloses on behalf of Covered Entity. 

 
1.10.   "Required By Law" shall have the same meaning as the term "required by law" in 45 

CFR § 164.103. 
 
1.11.  "Secretary" shall mean the Secretary of the Department of Health and Human Services 

or his designee. 
 
1.12.   "Security Standards" shall mean the Security Standards, 45 CFR §parts 160, 162 and 

164, as they exist now or as they may be amended. 
 
1.13.   "Transaction Standards" shall mean the Standards for Electronic Transactions, 45 CFR 

§ part 160 and part 162, as they exist now or as they may be amended. 
 
1.14.   Terms used, but not otherwise defined, in this Addendum shall have the same meaning 

as those terms in 45 CFR §§ 160.103 and 164.501. 
 
2.  Obligations and Activities of Business Associate. 
 

2.1.    Business Associate agrees that it shall not, and that its directors, officers, employees, 
contractors, and agents shall not, use or further disclose Protected Health Information 
other than as permitted or required by this Addendum or as Required By Law. 

 
2.2.    Business Associate agrees to use appropriate safeguards to prevent use or disclosure 

of the Protected Health Information other than as provided for by this Addendum. 
 
2.3.     Business Associate agrees to mitigate, to the extent practicable, any harmful effect 

that is known to Business Associate of a use or disclosure of Protected Health 
Information by Business Associate in violation of the requirements of this Addendum. 

 
2.4.     Business Associate agrees to report to Covered Entity any use or disclosure of the 

Protected Health Information not provided for by this Addendum of which it becomes 
aware, or of any act or omission that violates the terms of this Addendum. 

 
2.5.     Business Associate agrees to ensure that any agent, including a subcontractor, to 

whom it provides Protected Health Information received from, or created or received 
by Business Associate on behalf of Covered Entity, agrees in writing to the terms of a 
business associate agreement containing the same restrictions and conditions that 
apply through this Addendum to Business Associate with respect to such information. 

 
2.6.     Business Associate agrees to provide access, within ten (10) days of receipt of such 
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request to Protected Health Information in a Designated Record Set, to Covered Entity 
or, if requested by Covered Entity, to an Individual to meet the requirements under 45 
CFR § 164.524.  

 
2.7.  Business Associate agrees to make any amendment(s) to Protected Health 

Information in a Designated Record Set that Covered Entity directs or agrees to 
pursuant to 45 CFR § 164.526 at the request of Covered Entity or an Individual within 
ten (10) days of receipt of such request.  If Business Associate provides Designated 
Record Sets to third parties, Business Associate shall ensure such records are also 
amended.   

 
2.8.     Business Associate agrees to make its internal practices, books, and records relating 

to the use and disclosure of Protected Health Information received from or created or 
received by Business Associate on behalf of Covered Entity, available to Covered 
Entity, or at the request of Covered Entity to the Secretary, in a time and manner 
designated by Covered Entity or the Secretary, for purposes of the Secretary 
determining Covered Entity's compliance with the Privacy Rule. 

 
2.9.   Business Associate agrees to document disclosures of Protected Health Information, 

and information related to such disclosures, as would be required for Covered Entity to 
respond to a request by an Individual for an accounting of disclosures of Protected 
Health Information in accordance with 45 CPR § 164.528 and any additional 
regulations promulgated by the Secretary pursuant to HITECH Act § 13405(c). 
Business Associate agrees to implement an appropriate record keeping process that 
will track, at a minimum, the following information: (i) the date of the disclosure; (ii) the 
name of the entity or person who received the Protected Health Information, and if 
known, the address of such entity or person; (iii) a brief description of the Protected 
Health Information disclosed; and (iv) a brief statement of the purpose of such 
disclosure which includes an explanation of the basis for such disclosure. 

 
2.10.   Within ten (10) days of receipt of such request Business Associate agrees to provide 

to Covered Entity or to an Individual, information collected in accordance with Section 
2.9 of this Addendum, to permit Covered Entity to respond to a request by an 
Individual for an accounting of disclosures of Protected Health Information during the 
six (6) years prior to the date on which the accounting was requested, in accordance 
with 45 CFR§ 164.528. 

 
2.11.   In the event Business Associate receives a subpoena, court or administrative order or 

other discovery request or mandate for release of Protected Health Information, 
Business Associate will respond as permitted by 45 CFR§ 164.512(e) and (t).  
Business Associate shall notify Covered Entity of the request as soon as reasonably 
practicable, but in any event within two (2) business days of receipt of such request. 

 
2.12.   Business Associate will not make any communications in violation of the restrictions on 

marketing in 45 CFR§ 164.508(a)(3). 
 
2.13.   If Business Associate will communicate with any individuals who are the subject of 

Protected Health Information originating from or prepared for Covered Entity, 
Business Associate  agrees to  implement procedures to  give timely effect  to an 
individual's  request  to receive communications  of Protected Health Information by 
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alternative means or at alternative locations,  pursuant to 45 CPR § 164.522(b), so as 
to ensure that Protected Health Information will only  be communicated  to those 
individuals designated in such a request as authorized to receive the Protected Health 
Information.   If Business Associate provides records to agents, including 
subcontractors, who may also communicate with the individual, Business Associate 
shall ensure that the individual's request for communications by alternative means is 
provided to and given timely effect by such agents. 

 
2.14.   Business Associate shall not directly or indirectly receive or provide remuneration in 

exchange for any Protected Health Information in violation of 45 CFR § 
164.502(a)(5)(ii). 

 
2.15.   Upon request from Health Plan Sponsor, Business Associate shall permit Health Plan 

Sponsor to review and audit Business Associate's policies, procedures and practices 
relating to the use and protection of Protected Health Information, including the right to 
audit contracts and relationships with agents and subcontractors who have access to 
Protected Health Information, and upon request shall provide Covered Entity with 
copies of relevant documents. 

 
2.16.   Electronic Transactions.  Business Associate hereby represents and warrants that, to 

the extent that it is electronically transmitting any of the HIPAA Transactions for 
Covered Entity, the format and structure of such transmissions shall follow the 
Transaction Standards. 

 
2.17.   Electronic Data Security.  To the extent that Business Associate creates, receives, 

maintains, or transmits electronic Protected Health Information, Business Associate 
hereby represents and warrants that it: 

 
2.17.1. Has implemented and documented administrative, physical, and technical 

safeguards that reasonably and appropriately protect the confidentiality, 
integrity, and availability   of the electronic Protected Health Information that 
Business Associate creates, receives, maintains, or transmits on behalf of 
Covered Entity consistent with the requirements at 45 CFR §§ 164.306, 
164.308, 164.310, 164.312 and 164.316. 

 
2.17.2. Will ensure that any agent, including a subcontractor, to whom Business 

Associate provides electronic Protected Health Information agrees to sign a 
business associate agreement and implements reasonable and appropriate 
safeguards to protect the Protected Health Information; and 

  
2.17.3. Will keep records of all security incidents involving Protected Health 

Information of which Business Associate becomes aware and will report to 
Covered Entity all significant security incidents of which Business Associate 
becomes aware. 

 
2.18.   Breach Notification.  Business Associate warrants that it has in place policies and 

procedures that are designed to detect inappropriate acquisition, access, use or 
disclosure of Protected Health Information and that it adequately trains its work force 
and agents on these procedures.   Business Associate will notify Covered Entity within 
three (3) business days of discovering an acquisition, access, use or disclosure of 
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Protected Health Information in a manner or  for a purpose not permitted  by the 
HIPAA  Privacy Rule and within  20 calendar days of discovery will provide Covered 
Entity with the identification of each individual whose Protected Health  Information  
has  been or  is  reasonably  believed  by Business  Associate to  have been acquired,  
accessed,  used  or  disclosed  during such  incident.    Business Associate will assist 
Covered Entity in assessing whether the impermissible acquisition, access, use or 
disclosure of Protected Health Information compromises the security or privacy of 
such Protected Health Information.   If Covered Entity determines that individuals 
whose data is affected by the impermissible  acquisition, access,  use or disclosure 
must be notified  pursuant to the HIPAA Breach  Notification  Standards  or  other  
applicable  law,  Business  Associate  will  reimburse Covered  Entity's  reasonable 
notification  costs, including legal fees  and  other costs  associate with determining  
its notification  duty,  drafting its notification  letter,  mailing the  notification letter and 
staffing its call center. 

 
3.   Permitted Uses and Disclosures by Business Associate 
 

3.1.      General Use.  Except as otherwise limited in this Addendum, Business Associate may 
use or disclose Protected Health Information to perform functions, activities, or 
services for, or on behalf of Covered Entity as specified in the Agreement, provided 
that such use or disclosure would not violate the Privacy Rule if done by Covered 
Entity or the minimum necessary policies and procedures of the Covered Entity.  In 
performing such services, Business Associate will comply with all Privacy Rule 
requirements that would apply to Covered Entity if Covered Entity were performing 
such services. 

 
3.2.  Specific Use and Disclosure Provisions 
 

3.2.1.   Except as otherwise limited in this Addendum, Business Associate may use 
Protected Health Information for the proper management and administration of 
Business Associate or to carry out the legal responsibilities of Business 
Associate. 

 
3.2.2.   Except as otherwise limited in this Addendum, Business Associate may 

disclose Protected Health Information for the proper management and 
administration of Business Associate, if disclosures are required by law, or 
Business Associate obtains reasonable assurances from the person to whom 
the information is disclosed that it will remain confidential and used or further 
disclosed only as required by law or for the purpose for which it was disclosed 
to the person, and the person notifies Business Associate of any instances of 
which it is aware in which the confidentiality of the information has been 
breached. 

 
3.2.3.  Except as otherwise limited in this Addendum, Business Associate may use 

Protected Health Information to provide Data Aggregation services to Covered 
Entity as permitted by 45 CFR § 164.504(e)(2)(i)(B). 

 
3.3 Minimum Necessary. Business Associate hereby represents and warrants that, for all 

Protected Health Information that Business Associate accesses or requests from 
Covered Entity for the purposes of providing services under the Agreement, it shall 
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access or request only that amount of information that is minimally necessary to 
perform such services. In addition, for all uses and disclosures of Protected Health 
Information by Business Associate, Business Associate represents and warrants that 
it shall institute and implement policies and practices to limit such uses and disclosures 
to that which is minimally necessary to perform its services under the Agreement.  
Business Associate shall determine the amount minimally necessary consistent with 
the requirements in 45 CFR§ 164.502(b). 

 
 
4.   Obligations of Covered Entity. 
 

4.1.     Covered Entity shall notify Business Associate of any limitation(s) in the notice of 
privacy practices of Covered Entity in accordance with 45 CFR § 164.520, to the extent 
that such limitations may affect Business Associate’s use or disclosure of Protected 
Health Information. Business Associate will give timely effect to such limitations. 

 
4.2.     Covered Entity shall notify Business Associate of any changes in, or revocation of, 

permission by an Individual to use or disclose Protected Health Information, to the 
extent that such changes may affect Business Associate's use or disclosure of 
Protected Health Information. Business Associate will give timely effect to such 
changes or revocations. 

 
4.3.     Covered Entity shall notify Business Associate of any restriction to the use or 

disclosure of Protected Health Information that Covered Entity has agreed to in 
accordance with 45 CFR § 164.522, to the extent that such restriction may affect 
Business Associate's use or disclosure of Protected Health Information.  Business 
Associate will give timely effect to such restrictions. 

 
4.4.     Covered Entity shall not request Business Associate to use or disclose Protected 

Health Information in any manner that would not be permissible under the Privacy Rule 
if done by Covered Entity, except as specifically allowed by section 3.2 of this 
Addendum. 

 
 
5.  Term and Termination. 
 

5.1.     Term.  This Addendum shall be effective as of the date it is executed and shall 
terminate when all of the Protected Health Information provided by Covered Entity to 
Business Associate or created or received by Business Associate on behalf of 
Covered Entity, is destroyed or returned to Covered Entity, or, if it is infeasible to 
return or destroy Protected Health Information, protections are extended to such 
information, in accordance with the termination provisions in this Section. 

 
5.2.    Termination for Breach by Business Associate.    Upon Covered Entity's knowledge of a 

material breach of the terms of this Addendum by Business Associate, Covered Entity 
shall either: 

 
5.2.1. Provide an opportunity for Business Associate to cure the breach or end the 

violation and terminate the Agreement and this Addendum if Business Associate 
does not cure the breach or end the violation within the time specified by 
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Covered Entity. 
 

5.2.2.  Immediately terminate the Agreement and this Addendum if Business Associate 
has breached a material term of this Addendum and cure is not possible. 

 
5.3.     Other Conditions Allowing for Immediate Termination.  Notwithstanding anything to the 

contrary in the Agreement or this Addendum, Covered Entity may terminate the 
Agreement and this Addendum immediately upon written notice to Business Associate, 
without any term of notice and/or judicial intervention being required, and without 
liability for such termination, in the event that: 

 
5.3.1.  Business Associate (i) receives a Criminal Conviction, (ii) is excluded, barred 

or otherwise ineligible to participate in any  government health care program, 
including but not limited to Medicare, Medicaid or Tricare; (iii) is named as a 
defendant in a criminal proceeding for a violation of any information privacy 
and protection law; or (iv) is found to  have or stipulates that it has violated any 
privacy, security  or confidentiality protection  requirements under any 
applicable information privacy  and protection law in any administrative or civil 
proceeding in which Business Associate has been joined.; 

 
5.3.2.  A trustee or receiver is appointed for any or all property of Business Associate. 

 
5.3.3.  Business Associate becomes insolvent or unable to pay debts as they mature, 

or ceases to so pay, or makes an assignment for benefit of creditors. 
 
5.3.4.  Bankruptcy or insolvency proceedings under bankruptcy or insolvency code or 

similar law, whether voluntary or involuntary, are properly commenced by or 
against Business Associate. 

 
5.3.5.  Business Associate is dissolved or liquidated. 

 
5.4. Effect of Termination. 
 

5.4.1.  Except as provided in paragraph 5.4.2 of this section, upon termination of the 
Agreement or this Addendum, for any reason, Business Associate shall return 
or destroy all Protected Health Information received from Covered Entity or 
created or received by Business Associate on behalf of Covered Entity. This 
provision shall apply to Protected Health Information that is in the possession 
of subcontractors or agents of Business Associate.  Business Associate shall 
retain no copies of the Protected Health Information. 

 
5.4.2. If return, or destruction of the Protected Health Information is infeasible, 

Business Associate shall extend the protections of this Addendum to such 
Protected Health Information and limit further uses and disclosures of such 
Protected Health Information to those purposes that make the return or 
destruction infeasible, for so long as Business Associate maintains such 
Protected Health Information. 

 
6.  Miscellaneous. 
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6.1.     Amendment.   No provision of this Addendum may be modified except by a written 
document signed by a duly authorized representative of the parties. The parties agree 
to amend either the Agreement or this Addendum, as appropriate, to conform with any 
new or revised legislation, rules, and regulations to which Covered Entity is subject 
now or in the future including, without limitation, the Privacy Rule, Security Standards 
or Transactions Standards (collectively "Laws"). If within ninety (90) days of either 
party first providing written notice to the other of the need to amend the Agreement or 
Addendum to comply with Laws, the parties, acting in good faith, are i) unable to 
mutually agree upon and make amendments or alterations to the Agreement or 
Addendum to meet the requirements in question, or ii) alternatively, the parties 
determine in good faith that amendments or alterations to the requirements are not 
feasible, then either party may terminate the Agreement upon thirty (30) days written 
notice. 

 
6.2.     Assignment.   No party may assign or transfer any or all its rights and/or obligations 

under this Addendum or any part of it, nor any benefit or interest in or under it, to any 
third party without the prior written consent of the other party, which shall not be 
reasonably withheld. 

 
6.3.     Survival.   The respective rights and obligations of Business Associate under section 

5.4 of this Addendum shall survive the termination of this Addendum. 
 
6.4.     Interpretation. Any ambiguity in this Addendum shall be resolved to permit Covered 

Entity to comply with the Breach Notification Standards, Privacy Rule, Security 
Standards, and Transaction Standards.  If there is an inconsistency between the 
language in the Agreement and this Addendum, the language in this Addendum shall 
control. 

 
6.5.     Right to Cure.  In addition to any other rights Covered Entity may have in the 

Agreement, this Addendum, or by operation of law or in equity, if Covered Entity 
determines that Business Associate has violated a material term of this Addendum, 
Covered Entity may, at its option, cure or end any such violation.  Covered Entity's 
cure of a breach of this Addendum shall not be construed as a waiver of any other 
rights Covered Entity has in the Agreement, this Addendum or by operation of law or in 
equity. 

 
6.6.     Indemnification. Business Associate shall indemnify and hold harmless Covered Entity 

for all claims, inquiries, costs, or damages, including but not limited to any monetary 
penalties, that Covered Entity incurs arising from a violation by Business Associate of 
its obligations hereunder. 

 
6.7.     Exclusion from Limitation of Liability. To the extent that Business Associate has limited 

its liability under the terms of the Agreement, whether with a maximum recovery for 
direct damages or a disclaimer against any consequential, indirect, or punitive 
damages, or other such limitations, all limitations shall exclude all damages to Covered 
Entity arising from Business Associate's breach of its obligations relating to the use 
and disclosure of Protected Health Information. 

 
6.8.     Third Party Rights.  The terms of this Addendum are not intended, nor should they be 

construed, to grant any rights to any parties other than Business Associate and 
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Covered Entity. 
 

 
6.9.  Compliance.    Business Associate may use and disclose Protected Health Information 

only if such use or disclosure, respectively, is in compliance with each applicable 
requirement of 45 CPR 164 Subpart E, as required under 45 CFR§ 164.500(c) and 45 
CFR§ 164.504(e)(2)(ii)(H) and this Addendum. 

 
6.10.   Injunctive Relief.    Business Associate acknowledges and  stipulates that  its 

unauthorized use or  disclosure of  Protected Health  Information while performing 
services pursuant to the Agreement or this Addendum would cause irreparable harm 
to Covered Entity, and in such event, Covered Entity shall be entitled, if it so elects, to 
institute and prosecute proceedings in any court of competent jurisdiction, either in law 
or in equity, to obtain damages and injunctive relief, together with the right to recover 
from Business Associate costs, including reasonable attorneys' fees, for any such 
breach of the terms and conditions of the Agreement or this Addendum. 

 
6.11.   Notice. All notices required under this Addendum shall be in writing and shall be given in 

writing in the manner specified in the underlying Contract(s) with the Covered Entity. 
 
6.12.   Owner of Protected Health Information.  Under no circumstances shall Business 

Associate be deemed in any respect to be the owner of any Protected Health 
Information used or disclosed by or to Business Associate pursuant to the terms of the 
Agreement or this Addendum. 

 
 

 


